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iAo, / NO IEFREH. / Date.
BfI Pak):
Unit Ext.
BHEAPRIEE) S A B R SIR
Applicant (Staff Only) Asia Network ID ; ANID

EHASZERERRZEETE AN - WiBHE "AAERHRESL . 'TEEZEERE ., "EEE0HA
BEIERE, M REMNEML #RFEAEN - LEFAKHEAR - (FAKEHCERZA -

BRLINSIBHE A NITERKER - #5 - BiE ; FKREEERE ; FXKFILERESE - E8 - 7R &
KRB A Z R E T -

EBsIEE Apply for

HR IP

Source IP address

*Biy IP

*Destination IP address

& K s5AR

Description and purpose

(] BV IPENESHEMARERE LR (Up to 20GB)
Apply for an increase in the upper limit of "Daily Internet Traffic" for Destination IP address. (Up to 20GB)

[JPublic IP address F#A8PR A8 S ARFS IR B I Public IP address host internet Service Port open
AR HE) In-traffic : Internet — Campus public IP
ABUERR 7S Web service

[]  http TCP 80 PRIEME - FEREFINIZ https -

[ ] https TCP 443 FERNMBIEFE O IIS O Apache O Nginx O Tomcat
HER

[ ] Smtp TCP 25 In, Out TR A FAM

= E 47 BR 7% Remote control

[ ] RDP TCP 3389  EUEIRSEZELR, MS Remote Desktop

[ ] SSH TCP 22 NNZR3ZRE, secure shell

BEREFE Database access
[] MS SQL TCP 1433
[] My SQL TCP 3306
ZZ2E# File Transfer

1 FTP TCP 21
HE Other

(AR E# Out-traffic : Campus public IP — Internet)
FERE
[ ] Smtp TCP 25 In, Out FREZ I A FAM
HE Other
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CIRFRERBS1E TR R I ERHREERER
Open to use the software Software name
(1 2XRBFEEIE (71 H31H)
Until the end of this academic year (July 31st)
[ ZRFEIE (12831 H)
Until the current year (December 31)
[] foHAEsE (FHFE 30 H)
Short-term maintenance (30 days from the acceptance date)
(] MET=/5 R HHEApEE
Execute according to the effective date of the project/contract
1. ¥IMRFBRSTE - FRHE "FERTHE L NHEEERES
For external service projects, please provide the "project execution period" information for reference.
2. THMEE - BIRERHEAMEINNREB/HEESNEIX (EF1ED)

For outsourced maintenance cases, please issue a copy of the "Purchase/Maintenance Contract" within the

{E FHEAME

permit period

validity period (digital files are acceptable)

FIEERIARSTERHE - BRIATHAIESE -

If the information is not provided completely, it will not be accepted.

(BB ACERBETLEE TERRE L NE © Verson20Page34
The applicant has confirmed that he has read and agreed to the content in the “Description to fill out”
(AR € E 51 ENE 1-2 BT When applying, only pages 1-2)

R Kivi EGIEEY A
Unit Office of Information and Communication Technology
BRiE EETE B BRERSREER SETS BEITE
Applicant Unit Director OICT Service Counter Administrator Unit Director

*HETMRAZEREERAENERA

*The Unit Director of the teacher's research office is the teacher himself
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BEAL IPBEBABRBE—A -
KITH B XE B FHRAHIEE(FEL #5565 0970100108 57) - AIBFBEIMKIEZEIFA
5 P2P nEEES - MMAEMFRIETEUE - REUANTARFHE - FHFSRMRAERE
BREAMEH -
SREHFENEBHAEREAE LR - FHUWER AT KRA -

3-1 FERLIRESDRESHMNERE 2068 - WEREBREEIHAOERCHIURES ;
EFRKBRRE - FREFBKEEENM - @ARFZZEEESE)  ESE
Hg -

3-2 = TANET EiBEREAIRERPL - HEREE IP BREFERHBRER - BiFE
BHEITARAR - WM ENR T B RIRISER LR -

ARREREE DR EBERENINE  BRPEFRANOREER  ARREGARNEE

ER(AREA IP - Ol EBEEREAR VPN BEIZELRLE © https://asiavpn.twaren.net/)

EXROREMNBENT - EAEHMIRZESTE "HE ) BAusFM5ReR -

4-1 HERZEFKEL . http - https FHULRTE

4-2  RIHETEHIFEKREED  RDP » SSH &&InZEHI R - (R EZBEAZEHN
TELNET #7E)

4-3 EREEHEIFEKEL . MSSQL & My SQL RIZERE -

4-4  1EERBEEHFTKED  FTP

Tt E/EGATEIHBEEVNHNEGRB VLR -

HEEH  BEEAENHHEIBEER -

RO ARRRIRIOAEEINE - BEARKERINVERIBEBEERIER IP -

BREBEMEEHEBSENH  BHE-AFEMEH - HAEBZFEUSEMF - Kk "IDMAE

RESEVEERDUEERERER ) 932 . P FHEEABERSETERIEE -

FMBRS 2 IP - tNRERBBEFAITTE ZEMNEZEEE - PR ABETEEEEE -
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Description to fill out,

1
2

The applicant has to be the same as the IP applicant.

According to the official document (N0.0970100108) of Nation Information &

Communication Security Taskforce (NICST), any P2P software is not allowed to be

installed in public computers. This application is just for the laboratory and research

room, and not for any other department.

When you want to apply for an increase in the upper limit of "Daily Internet Traffic",

please be sure to fill in the "Description and purpose" field.

3-1 The default upper limit is 20GB of daily download traffic, and the connection
record of the host must be provided when the superior unit needs it;

If the upper limit required by the host exceeds the preset value, please provide
supporting information (such as server security management measures, etc.), or
handle it in official documents.

3-2 Once the government (TANET, MOE, or other department) has questioned
about the usage of the IP, the applicant needs to explain and provide all
service connection records on the host.

In order to defend against attacks from the Internet, except for the network service ports

that have passed the application, all network connections from outside the campus are

not opened.

(You can directly connect to the device after verifying the VPN of the campus.

https://asiavpn.twaren.net/)

The basic types that can be opened are as follows. If there are other service ports,

please specify them in the "Other" column.

4-1 Types of web services: http, https

4-2 Types of remote control: RDP, SSH (In principle, the unsafe TELNET protocol is
disabled.)

4-3 Types of Database connection access: MS SQL, My SQL.

4-4 Types of File transfer requirements: FTP

Except for those with a use date specified in the project/contract, please apply for

renewal before the expiration date.

In order to reduce Internet attacks from unknown sources, it is recommended that

connections from off-campus provide a fixed source IP address.

When an event related to intellectual property rights occurs and is notified by a third-

party organization (such as the Ministry of Education and other government units), it

shall be handled in accordance with the "Procedures for Handling Suspected

Infringement of Intellectual Property Rights on the Internet in Asia University", and the IP

use management personnel shall Cooperate with reporting operations.

Any authorized IP that happens to have any legal issue, the applicant (IP holder) shall

be fully responsible for guilt.



https://asiavpn.twaren.net/

